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The	Costs	of	Financial	Intermediation:	1886-2015	
	
	
	
	
	
	
	
	
	

	
	

	

Philippon	(2016):	“[I]t	costs	two	cents	per	year	to	create	and	
maintain	one	dollar	of	intermediated	financial	asset.”	
	
Over	the	course	of	the	last	130	years!	
	
	
	



Why	Does	Intermediation	Remain	So	Expensive?		
Not	enough	technology?	

	

Perhaps	financial	service	industry	does	not	benefit	from	
advances	in	computing	and	telecommunication	technologies?		

	
	



Why	Does	Intermediation	Remain	So	Expensive?	
Lack	of	talent?	

	

It	does	not	not	attract	smart,	rigorously-trained,	hard-working	
people	who	can	make	it	more	efficient?	
		



OK,	Financial	Intermediation	is	Expensive,		
But	Do	the	Benefits	of	Finance	Exceed	the	Costs?	

	

	
	
	
	



How	Can	the	Costs	Be	Reduced?	

Let’s	use	new	technology	to	lower	the	costs	of	an	existing	
process:	
	
	
	
	
	
	
	

		



How	Can	Net	Benefits	Be	Created?	

	

Let’s	use	new	technology	to	change	the	entire	process	and	
create	new	benefits:	
	
	
	
	
	
	
	
		



How	Can	Net	Benefits	Be	Increased	
—per	unit	of	currency	of	an	intermediated	asset—	

	by	Changing	the	Process?	
	

Unit	of	currency:	crypto	currencies,	coins,	tokens	that	can	be	
created	digitally	(at	very	low	cost)	
	

	Need	cryptography	–	so	the	coins	cannot	tampered	with	
	

Intermediated	asset:	a	ledger	to	digitally	store	records	of	
transactions	in	crypto	coins,	tokens	among	agents	with	digital	
identities	(perhaps	not	at	low	costs,	but	with	more	possibilities)	
	

	Need	more	cryptography	so	(digital)	identities	and	changes	of	
	(digital)	records	cannot	be	tampered	with		

	

	Need	a	process	to	achieve	consensus	among	(digital)	parties	
	that	quite	don’t	trust	each	other:	proof	of	work,	proof	of	stake,…	

	

	Need	a	process	to	allow	for	executable	and	enforceable	(digital)	
	actions	based	on	shared	(digital)	records:	smart	contracts	

	

	

	

	

	

	

	

		



There	are	THREE	main	aspects	of	a	public	DLT	

«  Use	of	cryptographic	hash	functions,	public-private	key	
cryptography	and	digital	signature	to	verify	the	identity	of	
a	sender.	

	

«  P2P	protocol	to	search	for	nodes	and/or	transmit	data	
about	changes	of	records	

	

«  Proof	of	Work	or	another	Po[]	mechanism	to	“prevent	
falsification	of	data	and	duplicate	payments	without	a	
central	authority	and	maintain	the	system	against	any	
attacks	by	malicious	users.”	

	
	
	



Financial	Services	Industry	Takes	Notice	

	
	
	
	
	
	
	

		



Fintech	Startups	Proliferate	
	

	
	



Even	the	Regulators	Get	Moving	on	DLT	
(December	2015)		

			
	



DLT	and	Transfer	Agents?	Yeah,	maybe…	
	

			
	



Where	Is	More	Work	Needed?	
	

Cryptographic	technologies	are	fine:	hash	functions,	digital	
signatures,	tamper-proof	strings	of	blocks	
	

Digital	Identities:	Creation	and	validation	needs	work,	
compliance	with	or	change	in	existing	regulatory	frameworks	
	

Consensus:	Needs	work,	proof-of-work	is	energy	intensive	and	
hard	forks	have	happened,	but	other	protocols	are	being	offered	
	

Issuance	and	custody	of	assets:	Needs	work,	but	ISDA+templates	
is	a	possibility	
	

IPO’s	of	public	securities:	Needs	work	on	the	regulatory	side,	but	
IPOs	are	digital	already	
	

Secondary	trading:	Markets	are	already	digital	
	

Clearing,	settlement	and	recordkeeping:	a	race	for	DLT	solutions	
	

	

	

	

	

	

		


